*Załącznik nr 7*

**Zamawiający: Rejonowy Zarząd Infrastruktury**

**ul. Podchorążych 33**

**85-915 Bydgoszcz**

**Wykonawca:**

………………………………………………………………………………

*(pełna nazwa/firma, adres, w zależności od podmiotu: NIP/PESEL, KRS/CEiDG)*

reprezentowany przez:

………………………………………………………………………………

*(imię, nazwisko, stanowisko/podstawa do reprezentacji)*

**Oświadczenie wykonawcy o spełnianiu wymagań związanych z ochroną informacji niejawnych składane w postępowaniu o udzielenie zamówienia publicznego w procedurze przetargowej na: Wykonanie robót budowlanych dla zadania 11893 pn. „Dostosowanie pomieszczeń w budynku nr 2 jako pododdziałowe magazyny broni i pkt ewidencyjny” w Łasku nr sprawy WISIP/P1/2/R/1/OIB.**

Ja, niżej podpisany oświadczam, co następuje:

Osoby, które będą realizowały niniejsze zamówienie posiadają uprawnienia niezbędne do realizacji przedmiotu zamówienia w zakresie ochrony informacji niejawnych zgodnie z wymaganiami ogłoszenia, posiadają aktualne poświadczenia bezpieczeństwa lub upoważnienia do dostępu do informacji niejawnych o wymaganej klauzuli i aktualne przeszkolenie z zakresu ochrony informacji niejawnych.

1. **Wymagania w zakresie ochrony informacji niejawnych:** W związku z dostępem do informacji i materiałów niejawnych oznaczonych klauzulą „zastrzeżone”
2. **Zamawiający wymaga, aby Wykonawca posiadał:**

* Kierownika robót budowlanych (kierownik budowy) z uprawnieniami o specjalności konstrukcyjno-budowlanej bez ograniczeń, kierownika robót elektrycznych z uprawnieniami o specjalności instalacyjnej w zakresie sieci, instalacji i urządzeń elektrycznych i elektroenergetycznych bez ograniczeń, kierownika robót sanitarnych z uprawnieniami o specjalności instalacyjnej w zakresie sieci, instalacji i urządzeń wodociągowych i kanalizacyjnych, cieplnych wentylacyjnych i gazowych bez ograniczeń, kierownika robót z uprawnieniami o specjalności instalacyjnej w zakresie sieci, instalacji i urządzeń telekomunikacyjnych bez ograniczeń, kierownika robót z uprawnieniami o specjalności inżynieryjnej drogowej (bez ograniczeń) oraz geodetę, którzy powinni posiadać aktualne poświadczenie bezpieczeństwa lub pisemne upoważnienia wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „zastrzeżone” oraz zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych;
* instalatora systemów alarmowych posiadającego odpowiednie świadectwa ukończenia kursów w zakresie instalowania systemów alarmowych który powinien posiadać aktualne poświadczenie bezpieczeństwa lub pisemne upoważnienie wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „zastrzeżone” oraz zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych;
* wymagane ustawą dokumenty dotyczące ochrony informacji niejawnych w swojej firmie;
* system teleinformatyczny posiadający akredytację bezpieczeństwa teleinformatycznego z możliwością przetwarzania informacji o klauzuli „zastrzeżone”.

1. **Wykonawca powinien wykazać, że zatrudnia:**

* pełnomocnika ds. ochrony informacji niejawnych, który powinien posiadać: aktualne poświadczenie bezpieczeństwa oraz zaświadczenie o odbyciu szkolenia w zakresie ochrony informacji niejawnych wydane przez SKW lub ABW;
* pracownika pionu ochrony pełniącego funkcję inspektora bezpieczeństwa teleinformatycznego, który powinien posiadać: aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienie wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „zastrzeżone”, zaświadczenie o odbyciu szkolenia w zakresie ochrony informacji niejawnych oraz zaświadczenie o odbyciu szkolenia specjalistycznego w zakresie bezpieczeństwa teleinformatycznego wydane przez ABW lub SKW;
* osobę pełniącą funkcje administratora systemu teleinformatycznego, który powinien posiadać: aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienie wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „zastrzeżone”, zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych oraz zaświadczenie o odbyciu szkolenia specjalistycznego w zakresie bezpieczeństwa teleinformatycznego wydane przez ABW lub SKW.

1. **Wykonawca powinien wykazać, że posiada:**

* kancelarię lub pomieszczenie(a) umożliwiające prowadzenie prac z niejawną dokumentacją zgodnie z opracowaną oraz zatwierdzoną przez Kierownika Jednostki Organizacyjnej „Instrukcję dotyczącą sposobu i trybu przetwarzania informacji niejawnych o klauzuli „zastrzeżone” oraz zakres i warunki stosowania środków bezpieczeństwa fizycznego w celu ich ochrony”;
* akredytowany system teleinformatyczny przeznaczony do przetwarzania informacji niejawnych o klauzuli „zastrzeżone” lub wyższej.

***Pozostałe wymagania związane z ochroną informacji niejawnych zawarte***

***są w szczegółowych wymaganiach w zakresie ochrony informacji niejawnych - załącznik nr 3 do Ogłoszenia.***

…………………………………………

*(podpis)*

…………….……. *(miejscowość),* dnia ………….……. r.